SARS RFP 17/2022
THE ESTABLISHMENT OF SECURITY ASSESSMENT SERVICES PANEL 
Technical Response Template

Instructions
1. Bidder is instructed to follow the format (section numbering, headings etc.) of this Technical Response Template exactly. Bidder must not deviate from the numbering scheme nor deviate from the order in which the sections and subsections are presented in this template.

2. Each section of this Technical Response Template corresponds to a Technical criterion in terms of which the Bidder’s Proposal will be evaluated. Within each section is an explanation (in italics) of what the Bidder is required to provide. Omitting a section; a required response, answer or required documentation will result in SARS not being able to allocate points to the Bidder for that criterion.
3. The response to each section of this Technical Response Template must be separated by a file divider in the Bidder’s hardcopy response.

4. The Bidder must attach documentary evidence of claims where specifically requested and where directed may attach additional documentation. All documentation must be placed in a subsection (Additional Documentation) located at the end of this template and a reference to the documentation must be made by the Bidder in the ‘Response Tables: References to Attached Documentation’ of the referring section. SARS is not under any obligation to evaluate material that is not referenced within ‘Response Tables: References to Attached Documentation’ and in the manner set out above.
5. The Bidder must use this MS-Word document to use as a template for its response. The Bidder may delete these italicised instructions and the tables headed by e.g. “Instructions for completing a Response to Table A” and e.g. “Instructions for completing a Response to Table B” from the completed template in its Proposal.
Important note regarding the contents of the Bidder’s response

1. The accuracy of content of the Bidder’s response is paramount. SARS may, at its discretion, conduct a due diligence to verify the claims made in the Bidder’s Proposal during or after SARS’ evaluation of the technical criteria. 
2. Unless otherwise specified, where responses are required to indicate Bidder’s capability, the Bidder’s current capabilities must be given. 
3. The Bidder must make clear every aspect of its response to the information sought. SARS does not take any responsibility to clarify any aspect of the Bidder’s response. SARS may at its own discretion seek clarification from the Bidder. Any interpretation that is made by SARS evaluators of an ambiguous response will be final and need not be clarified by SARS.

4. SARS will evaluate the Bidder’s Proposal based on the information contained in the Proposal (and any clarifications, verifications or due diligence conducted by SARS). SARS has no responsibility to take extraneous information into account in its evaluation.
5. Bidders that do not submit any information for a category will be scored zero (0) points
Technical Response 
 [Bidder Name]
	No.
	Description of Quality Criteria and Sub-Criteria:


	Scoring
	Weight
	Comply

Yes/No

Reference File

	#
	Total Functionality 
	Total Score
	100%
	

	A
	Approach and methodology in managing this project which should include:

Approach should include Interpretation of Terms of Reference to demonstrate the service providers understanding of what is required.

Approach and methodology to address the objectives, Vulnerability Scanning, Penetration Testing, Programme Management Plan and Reporting.

	1.
	Excellent understanding of what is required in the terms of reference, innovative and practical approach, and methodology. Including Programme Management & Governance, Change Management and Risk Management.

Good understanding of what is required in the terms of reference; practical approach and methodology including Programme Management & Governance, Change Management and Risk Management.

Satisfactory (or repeat of ToRs) understanding of what is required in the terms of reference; generic or textbook approach and methodology including Programme Management & Governance, Change Management and Risk Management.

Poor – understanding (wrong interpretation) of what is required in the terms of reference and missing one of the of the following critical components: approach and methodology; including Programme Management & Governance, Change Management and Risk Management.

Not Acceptable – Technical proposal submitted without any of the of the following critical components approach and methodology; including Programme Management & Governance, Change Management and Risk Management.
	5= Excellent

4 = Good

3= Satisfactory

2= Poor

1= Not Acceptable
	20%
	

	2.1
	Key Personnel: Relevant Qualifications in ICT

Technical Lead

NQF Levels 7: Degree/BTech      = Excellent
NQF Level 6: Diploma
    = Good
NQF Level 5: Higher Certificate = Satisfactory

Senior Certificate                        = Poor

Lower than Senior Certificate     = Not Acceptable
	5= Excellent

4 = Good

  3= Satisfactory

2= Poor

1= Not Acceptable
	15%
	

	3.
	Relevant Experience in ICT – Technical Lead

The Programme Manager / Technical Lead must have a minimum of five (5) years programme management or technical lead experience on Vulnerability Management and Penetration Testing programmes as per scoring matrix below. 

If less than 5 years ‘experience, no score will be awarded.

Please provide a copy of the Curriculum Vitae (CV) / Resume of the Programme Manager / Technical Lead who will be responsible for the SARS Vulnerability Management and Penetration Testing Programme.

In addition, the table below must be completed and included in the bid proposal section with the CV Failure to include the table will result in non-consideration of the CV

Client

Programme Implemented

Budget

Start Date

End Date

Relevance to service

Client Contact Details


	25%


	

	3.1.
	Technical Lead Total years of Experience

10 years or more relevant experience = Excellent
7 to 9 years’ relevant experience = Good

4 to 6 years’ relevant experience = Satisfactory

1 to 3 years’ experience = Poor

0 years’ experience = Not Acceptable
	5= Excellent

4 = Good

  3= Satisfactory

2= Poor

1= Not Acceptable
	
	

	3.2
	Support Team’s Experience

Organogram of the support team (Vulnerability Assessment and Penetration Test services). The minimum number of team members is two (2), excluding the Lead.
	15%
	

	3.2.1
	Ten and above (10+) years of average combined team experience = Excellent
 Seven to Nine (7 – 9) years of average combined team experience = Good
Five to Six (5 - 6) years of average combined team experience = Satisfactory

Three to Four (3-4) years of average combined team experience = Poor 

Less than two years of average combined team experience = Not Acceptable
	5= Excellent

4 = Good

  3= Satisfactory

2= Poor

  1= Not Acceptable
	
	

	4
	Similar Programmes/Projects Completed

(Please indicate similar projects/programmes; your role, the purpose, the duration that was worked and the referee with current contact details. A table to capture this information of number of projects completed.

Project Completed

Designation

Start Date

End Date

Client Contact Details


	20%
	

	4.1
	5 or More Completed Similar Projects = Excellent

4 Completed Similar Projects = Good

3Completed Similar Projects = Satisfactory

2Completed Similar Projects = Poor

1 Completed Similar Projects = Not Acceptable
	5= Excellent

4 = Good

  3= Satisfactory

2= Poor

1= Not Acceptable
	
	

	4.2
	Bidder to indicate how they will transfer skills to the SARS staff members 

Submitted real-time intervention = Excellent 

Submitted detailed proposed = Good

Submitted generic skill plan = Satisfactory

Submitted non-generic skill plan = Poor

No skill transfer plan = Not Acceptable 
	5= Excellent

4 = Good

3= Satisfactory

2= Poor

1= Not Acceptable
	5%
	

	TOTAL
	100%
	


Authorised Signature of Bidder
I declare that the responses and the information provided are accurate, complete and correct and that I am authorised to sign this declaration on behalf of the Bidder.
	Signature of Bidder’s Authorised Signatory
	

	Name
	

	Capacity
	

	Date
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