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ANNEXURE C

SERVICE LEVEL AGREEMENT– 

1. PURPOSE

The purpose of this SLA is to provide a frame work against which the quality of the Services and operation and functionality of the Track and Trace solution for cigarettes will be measured.

2. RESPONSIBILITIES OF THE PARTIES
2.1 The Service Provider’s Responsibilities:

2.1.1 The Service Provider will with effect from the Effective Date, render the necessary 24 X 7, 365 days monitoring service and maintenance services with 99 % system availability for the solution. 
2.1.2 The Service Provider will deliver the maintenance, hardware and support required in accordance with specific service levels which refers to the hours during which the Customer will be provided with the Service including the necessary response and turnaround times for such Service.

2.1.3 Near Real-Time reporting per pack, box, carton, stack and container. This include different brands and manufacturers

2.1.4 Registration of Stamp or markers as per SARS requirements.

2.1.5 Reports: Management and Business intelligence reports as per SARS requirement. Reports will also include information regarding third party Service Level managed by the Service provider and Manufacturer or any other Ad hoc reports. 
2.1.6 Establishment, equipped and maintenance of a command centre as per SARS requirement for SARS to monitor all traceable components of the solution.
2.1.7 Service provider to enter into a Service level Agreement with all manufacturers (third parties) and to take accountability for the management and measurement of this Service Level as per paragraph 2.1.1 and 2.1.2
2.1.8 The Service Provider shall be responsible for the quality / integrity or the loss of data.
2.1.9 The Service Provider shall provide preventative maintenance on an ongoing basis to minimise disruptions to SARS accordance to the OEM instructions for the software. 

2.1.10 The Service Provider shall promptly notify SARS of any Upgrades or New releases. Provide with each notification, release notes specifying the nature of such upgrade or new release and if any adverse effects which the upgrade or new release may be expected to have, e.g. degradation in performance of the software.
2.1.11 The Service Provider undertakes that such release notes shall contain sufficient information to enable SARS to determine whether such upgrade or new release will be appropriate to SARS requirements. Should SARS wish to review the upgrade or new release , then SARS shall notify Service Provider accordingly 

2.1.12 The Service Provider shall perform inspections and Maintenance activities as per the SARS Change process and as agreed to by SARS.
2.2
The Customer’s Responsibilities:
2.2.1
In order to ensure effective performance of the Service by the Service Provider, the Customer will provide the Service Provider’s technical Staff with reasonable access to the Location 24X7, 365 days
2.2.2
 SARS will maintain the physical environment of the Solution and any component thereof which includes without being limited thereto:

2.2.3
Adequate stable power supply to meet the operating specifications of the applications and Hardware;

2.2.4 Adequate capacity to run the applications on a stable Hardware platform
2.2.5 SARS to approve and allocate Stamp or markers

2.3       Single Point of Contact (SPOC) - The Service Provider 

2.3.1
The Service Provider will provide a SPOC for all contacts ("Contacts") between the Parties relating to Incidents, Problems, performance, receipt and provision of the Services and use of the Solution.  The SPOC will provide primary support for resolution of Incidents, Problems or requests relating to the Services and will provide a seamless interface for other communications or activities relating to the Deliverables.

2.3.2
The Service Provider will keep a detailed record of all Contacts.  Contacts may relate to known or suspected Incidents or Problems, requests for Changes or Deliverables, or questions relating to the use of the Deliverables

3
SERVICE REQUESTS, CALL LOGGING PROCEDURE AND PROCESS
3.1
All Service request and/or query including technical support will be logged by the Customer via the Service Provider’s Helpdesk, 24 (twenty four) hours, 365 (three hundred and sixty five) days per year.

3.2
The following procedures must be followed by the Customer logging a call for Service request. Adherence to these procedures will ensure the best possible response and timeous response.

3.3
The Customer shall contact the Service Provider’s Helpdesk support by means of any of the following methods:

· By telephone on 

· XXXXXXXXXXXX
· By email to support@XXXXXXXXX.com

[DRAFTINING NOTE: THE INFORMATION TO BE SUPPLIED BY THE SERVICE PROVIDER]

3.4
The Service Provider will require the following Standard information from the Customer in order to expedite the call:

· Company name

· Contact Name & E Mail

· Severity

· Brief description of support requested
Please note
· All faults/incidents must be reported to the Service Desk.  Only logged faults / incidents will constitute a call.  Faults / incidents communicated directly to an engineer or other service personnel will not be recognized as an official call until logged with the Service Desk.

4.
AVAILABILITY

4.1
The Service Provider will ensure that the service is available 24x7, 365 days.

5.
SEVERITY LEVEL

5.1
Severity 1 – Critical Disruption:

· Critical failure and/or defect resulting in a total loss of the software / hardware 

5.2
 Severity 2 – Service Disruption:

· Serious degradation of the solution as a result of a failure and thereby affecting the operation and/or functionality of the software / hardware;

5.3
Severity 3 - Service Incident: 

· Minor loss/degradation of the software / hardware function not performing in line with the specification;

6.
SERVICE PERFORMANCE

6.1 
The Service Provider shall perform the Services promptly, in a diligent,    professional and courteous manner expected by SARS. The Service Provider shall execute the Services in accordance with Best Industry Practices.

6.2
The Service Provider recognises that its failure to meet agreed Service Levels may have a material and adverse impact on the operations of SARS, which impact may result in SARS suffering damages in an amount not necessarily capable of precise determination. Accordingly, in the event that the Service Provider fails to meet any prescribed Service Levels, then in addition to all other remedies available to SARS in law, SARS may invoke the Service as per the remedially implications of this Service Level.
6.3
Without limiting the Service Level Agreement, the Service Provider shall be excused from failing to comply with any prescribed Service Levels to the extent that non-performance or delayed performance is due to the acts or omissions of a SARS official, or if it occurs as a result of a Force Majeure Event. 

6.4
All incidents logged with the Service Provider’s Service Desk will first be evaluated according to the Customer’s selected severity levels for each specific incident as set out in this Annexe C. The severity level may also be reassigned by mutual agreement with the support personnel and will be communicated to the relevant role players. 

6.5
The Service Provider will ensure that a qualified person will be available, contactable via telephone and/or email 24 (twenty four) hours per day, Monday to Friday (Including Saturdays, Sundays and Public holidays), to provide corrective support and urgent assistance to the Customer.

6.6
The Supplier technical support will be notified immediately following initial investigation of a Severity 1 incident.

6.7
The Service Provider will keep the Customer informed of the progress of the Problem resolution and endeavour to adhere to the following times with regard to response:

	SEVERITY LEVEL
	RESPONSE AND RESOLUTION TARGET TIME IN HOURS

	Response Time
	Resolution Time

	Severity Level 1
	Critical Disruption
	30 Minutes
	2 Hours

	Severity Level 2
	Service Disruptions
	30 Minutes
	6 Hours

	Severity Level 3
	Service Incidents
	30 Minutes
	8 Hours


7.
SERVICE performance management 
7.1
If the Service Provider fails to meet any Service Level or Performance Criteria, the Service Provider shall:

7.2
Investigate and report on the root causes of the Service Level or Performance Criteria failure; 

7.3
Promptly correct the failure and begin meeting the Service Levels or Performance Criteria; 

7.4
Advise SARS, as and to the extent requested by SARS, of the status of remedial efforts being undertaken with respect to such Service Level or Performance Criteria failure; and 

7.5
Take appropriate preventive measures to prevent the recurrence of the Service Level or Performance Criteria failure.

7.6
SARS shall be entitled to reasonable access to all data in the Service Provider's possession relating to Service Levels and Performance Criteria relating to the Services and any 3rd party Service levels contemplated in the Agreement. The Service Provider shall provide SARS with written reports on the Service Provider's performance against the Service Levels or Performance Criteria, together with any supporting information for each report as reasonably requested by SARS from time to time.

7.7
The Parties further record in writing that, in the event that the Services are impacted by Problems, Incidents and/or facilities, any time to repair commitments relating to Problems, Incidents and/or facilities impacting on the Services and/or provision thereof shall be resolved in accordance with the Service Performance set out in 6.7 above. 

7.8
Where applicable, the Parties undertake to resolve all after-hour Problems or Incidents in accordance with the Severity Level and within the Service Level ensuring attainment of shortest time possible or such other period as agreed between the Parties at the time.

7.9
The Parties will monitor and assess the Service Level and Performance Criteria during Service review meetings agreed between both Parties.  Frequency of review meetings are as set out in the able in clause 10.2 below. All issues and risks are to be noted on the agenda 1 (one) week prior to the review meeting.

7.10
In the instance of an agreed Service Level or Performance Criteria is not being met, it is incumbent upon the relevant Party to immediately escalate the issue and/ or risk and schedule an urgent meeting between the Parties to reach agreement on the corrective measure/s to be put in place.  Both Parties will be equally responsible in ensuring that the corrective measures are documented and put into place.

8.
PERFORMANCE AGAINST SERVICE LEVELS

8.1
Measurement

8.1.1
Service Provider’s performance with respect to the Service Levels will:

8.1.2
Commence being measured by Service Provider on the Commencement Date; and 

8.1.3
Be measured against Service Provider’s Actual Performance of the Services against the Service Levels

8.1.4
Except as otherwise specifically provided herein, Service Provider will be responsible for monitoring, measuring and reporting on performance as required to apply the Service Levels, including the provision, installation and support of any automated Tools required or appropriate for such purpose. Service Provider will provide, deploy, implement, and make operational a Service Level measurement system that will collect, calculate and report data as required to determine Service Provider’s compliance with each of the Service Levels. Such Tools: 

8.1.5
Will be automatic and/or electronic, to the extent technically feasible and commercially reasonable. Service Provider acknowledges and agrees that such Tools may evolve over time as more advanced Tools with improved performance measurement capabilities become available in the marketplace; 

8.1.6
Will be acquired, implemented and maintained at Service Provider’s own cost and expense; and 

8.1.7
Will be able to produce reports at a level of detail which are sufficient to verify Service Provider's compliance with the Service Levels. 

8.1.8
SARS will have the right to perform an audit on the Tools described above determine whether the Tools are functioning properly; provided however that if SARS reasonably believes that Service Provider may be in breach of the provisions of this clause, SARS may promptly initiate an audit of the Tools on reasonable notice to Service Provider. 

8.1.9
The Service Level measurement system implemented by Service Provider will be documented as part of the SARS Process and Procedures and the system will include the following information regarding a Service Level Failure:

· the nature of the Service Level Failure;

· the specific Service or Services that are impacted;

· the start time and date of all Service Level Failures;

· the time and date on which the Service is fully restored or is fully compliant;

· the root cause of the Incident or other event that gave rise to the Service Level Failure;

· the impact of the Service Level Failure on other components of the Services and associated trend analyses; and

8.1.10
A summary of (i) the steps Service Provider has taken to determine the root cause of the Service Level Failure; (ii) the steps Service Provider has taken to restore the Service or to restore compliance; and (iii) the steps Service Provider has taken to reduce, to the extent reasonably possible, the likelihood that such Service Level Failure will be repeated.  
8.2
Actions on Failures

· In respect of any Service Level Failure, Service Provider will:

· Investigate, assemble, and preserve pertinent information with respect to, and report on the causes of, the Incident, including performing an appropriate root cause analysis of each Incident which led to the Service Level Failure; 

· Propose and execute a written corrective action plan;  

· Advise SARS of the status of remedial efforts being undertaken with respect to such Incident. In this respect, Service Provider will track the status of such remedial efforts and make available such progress information to SARS through an electronic on-line tool; 

· Minimise the impact of the Incident, correct it, and resume meeting the Service Level as soon as possible once it is corrected; and use Commercially Reasonable Efforts to employ preventive measures to ensure that the Incident does not recur, including allocating additional Service Provider Personnel and resources to the performance of the Services and proposing changes to the procedures it uses to perform the Services. 

Service Provider will, on a monthly basis, perform trend analyses on the Service Level performance data. If Service Provider or SARS identifies a trend in Service Level performance which reasonably indicates a meaningful risk of a future Service Level Failure, then Service Provider will perform a root cause analysis with respect to the trend, report to SARS on its findings and use Commercially Reasonable Efforts (as approved by SARS) to prevent the Service Level Failure from actually occurring The Parties will hold monthly service review meeting to discuss the overall Service performance.

9.
Service Level Reporting

Service Provider will issue a report (“Service Level Report”) at the end of each month during the Term, containing the quantified performance of the Service Provider for that month with respect to all the Service Levels as defined in this Schedule C (Service Levels). The Service Level Report must be presented to SARS on or before the 6th (sixth) Business Day after the end of the month being reported upon.

10.1
CONTACT DETAILS

10.1.1
The SERVICE PROVIDER’S HELP DESK DETAILS

	Helpdesk details 
	Primary Number
	Alternative Number

	Helpdesk Number
	XXXXXXXXXXX
	

	Helpdesk e-mail address
	XXXXXXXXXXX
	

	Helpdesk standby number

(after hours)
	XXXXXXXXXXXX
	

	Other 
	
	


[DRAFTING NOTE: THE SERVICE PROVIDER TO COMPLETE]
10.1.2
 The Customer’s SARS details

	
	Primary Number
	Alternative Number

	SARS Number
	
	

	SARS e-mail address
	
	

	Other 
	
	

	
	
	


10.2
 SERVICE LEVEL MANAGEMENT MEETINGS
	Meeting
	Frequency
	SARS 

Representative
	The Supplier

Representative

	Service Relationship

Review
	Annually
	
	ceo/general manager

	Service  Performance Review
	Monthly
	
	Single Point of Contact (SPOC)

	Ad hoc
	When need basis
	
	Service delivery manager


10.3
ESCALATION OF SLA FAILURES

10.3.1
The Service Provider

	Escalation
	Contact Name
	Contact Number

	Helpdesk
	
	

	Team Leader
	
	

	Account 

Manager  Director
	
	


[DRAFTING NOTE: THE SERVICE PROVIDER TO COMPLETE]

10.3.2
The Customer SARS detail
	Escalation
	 Contact Name
	Contact Number

	Escalation #1
	
	

	Escalation #2
	Product Specialist  / Manager
	

	Escalation #3
	
	


11.       Remedies action for service level failures

11.1
When referring to remedies it is the objective of SARS to ensure compliance to the agreed service levels and as a result this section should be seen as a deterrent for none complains.
	First incident in excess of SLA:
	Single Point of Contact (SPOC)

	Second incident in excess of SLA:
	Account Manager, Service Delivery Manager, Professional Services 

	Third incident in excess of SLA:
	Manager & GM Business unit to meet with SARS Senior manager



	Total failure in excess of SLA (3 Month period)
	Cancellation of the contract. This will include blacklisting of the Supplier
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